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1 Extended Abstract

Concurrent systems often consist of an arbitrary number of uniform user pro-
cesses running in parallel, possibly with a distinguished controller process. Given
a description of the user and controller protocols and a desired property, the pa-
rameterized model checking problem (PMCP) asks whether the property holds in
the system, regardless of the number of user processes. The PMCP is well-known
to be undecidable in general, but a long line of research has valiantly strived for
the identification of decidable fragments that support interesting models and
properties [20,15,1,17,13,16,2,8].

While many works in this research direction share certain techniques, systems
with different communication primitives have usually been studied separately,
and it is hard to keep an overview of which problems are decidable for which
class of systems, and why. In this work, we show that there is a range of systems,
previously studied using different techniques, that can be unified in a single
framework. Our framework not only gives a surprisingly simple explanation of
existing decidability results for these systems, but also extends both the class
of systems and the types of properties that can be verified, and in some cases
proves lower complexity bounds for these problems than were previously known.

The main condition of our framework resembles that of well-structured tran-
sition systems (WSTS), i.e., compatibility of transitions with a well-quasi order.
However, we do not make use of any WSTS techniques, but instead show that
a specific finitary abstraction is precise for all systems satisfying the condition.
This (0,1)-abstraction is not only fixed for all systems under consideration, but
may also be much more concise than the abstraction we would obtain by using
the WSTS framework.

Parameterized Systems with precise (0, 1)-Abstraction. The systems we
consider are based on one control process and an arbitrary number of identical
user processes. Processes change state synchronously according to a step relation,
usually based on local transitions that may be synchronized based on transition
labels. Our framework supports the following communication primitives from
the literature:



2 Paul Eichler, Teymur Ismikhanov, Swen Jacobs, and Chana Weil-Kennedy

– Lossy broadcast : in a global step, one process takes a broadcast transition

q1
!a−→ q′1, and every process that has a receive transition of the form q2

?a−→ q′2
may or may not take that transition at the same time.

Systems based on lossy broadcast [12] are equivalent to the widely studied
system model of reconfigurable broadcast networks (RBN) [11,7,4,5].

– Disjunctive guards: every global step corresponds to a single transition q1
G∃−−→

q′1 of one process, which can only be taken if there is another process in one
of the states in G∃ (i.e., transition labels are sets of local states).

Systems based on disjunctive guards, or short: disjunctive systems, have been
studied extensively, providing cutoff results for different parameterized ver-
ification problems [13,14,3,21] as well as some reductions that work without
a cutoff [2,22]. Moreover, this model is equivalent to immediate observation
(IO) protocols, a subclass of population protocols [19].

– Synchronization: in a step of the system, one process takes a transition q1
a−→

q′1, and every process that has a transition q2
a−→ q′2 (i.e., with the same label)

takes this transition at the same time. Processes that do not have such a
transition stay in their current state.

Synchronization protocols are studied for example in [6,10], where the prob-
lem considered is population control.

– Shared finite-domain variables: the controller keeps track of the values of
shared variables x1, . . . , xk with finite domainD1, . . . , Dk, respectively. Tran-
sitions of the user processes can read the current value of some xi, or they can
update the value of some xi to a specific value in Di, forcing the controller
to synchronize and take a transition that reflects this change.

Shared finite-domain protocols, when considered with only one finite domain,
are akin to asynchronous shared-memory systems (ASMS) [18], sometimes
called register protocols [9].

While some of the works mentioned above use some form of (0, 1)-abstraction
either explicitly or implicitly, none of them provide a general argument for when
this abstraction is sufficient, and it is hard to keep track of the different results
and their explanations. In this work, we provide a general condition under which
(0, 1)-abstraction is correct, thereby providing a surprisingly simple framework
that systematizes and explains many of the existing results for the types of
systems mentioned above. Moreover, we easily obtain new decidability results
for types of systems that have, to the best of our knowledge, not been considered
in the literature.

Contributions. We introduce a common framework for the verification of a
class of parameterized systems that are well-structured with respect to a specific
well-quasi order.

First, we prove that for all such systems, (0, 1)-counter abstraction is sound
and complete for safety properties, and that lossy broadcast protocols, disjunc-
tive systems, synchronization protocols, and shared finite-domain protocols fall
into this class, as well as systems with combinations of these primitives.
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Then, we consider the cardinality reachability problem, which subsumes clas-
sical parameterized problems like coverability and target, and show that the
problem is PSPACE-complete for our class of systems. In particular, the hard-
ness proof introduces a novel type of synchronization primitive that falls into
our class.

Moreover, we show that under modest additional assumptions the complexity
of these problems is significantly lower.

Finally, we show that properties over finite traces of a fixed number of pro-
cesses in the parameterized system can also be decided based on the 01-counter
system, and slightly improve known results on properties over infinite traces for
disjunctive systems.

Our results are surprising in the simplicity of the proof techniques, in partic-
ular since many of the models that fall into our class have already been studied
extensively. They provide a novel and systematic framework for analyzing a
range of different system models that have been studied in isolation so far, and
also give rise to new system models that naturally describe behaviors of con-
current systems, but have not been considered in the parameterized verification
literature before.
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